
The card to monitor employees in large entities…. 

WHY SHOULD YOU USE OUR SYSTEM? 

CURRENT SYSTEM WITH THE PRIVACYCARD 

Timecard punching lacks security due to the well-known        

phenomenon of the “furbetti del cartellino” (employees who 

avoid punching time controls) where it would be possible for a 

person to punch a colleague’s card. 

PrivacyCard has an internal traceability system that allows the 

serial number memorisation of the reader that has been used 

for attendance validation. Moreover, it ensures that the        

employee has punched the card personally. 

Unions are against the collection and processing of the           

employees’ biometric data in order to monitor attendance. 
The unions would have no reason to oppose this type of system 

since it is in conformity with the Privacy regulations and the 

data collected will remain in the employee’s possession. 

Collection of sensitive data related to employees and              

compilation of a large number of GDPR forms. 
There will not be any Privacy issue since this system is entirely in 

line with the Privacy Protection regulations and consequently 

there is no need to register the GDPR forms. 

The 100% secure biometric card!! 
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The problem related to access to medicines/drugs is an issue in many large health facilities. Protecting these areas, through a biometric 

card, like the PrivacyCard, will ensure a better access control to medicines, thus avoiding any unauthorised removal. 

Protecting these areas, through a biometric card, like the PrivacyCard, will ensure a better access control to medicines, thus avoiding any 
unauthorised removal. 

Another large problem experienced in hospitals, like all the other facilities in which     

employees can move about freely, is the one related to the control of the same           

employees. 

Many times we hear about the “furbetti del cartellino” (employees who avoid punching 

time controls) on TV news or newspaper articles. This malpractice seems to be largely 

used especially in large hospital facilities. 

PrivacyCard ensures that the badge can only be used by the person who is the owner of 

the said card. 

The feature, that we have patented internationally, which makes us unique is provided by an extraordinary specific technique: 

the system entails the management of biometric data, which are very sensitive and valuable, since they are unique, totally 

offline, for the collection and verification phase, by always remaining in the possession of the owner without the possibility of 

being used in case of negligence. Therefore, the system ensures maximum protection of the specific data thus avoiding     

storage, transfer and processing issues, which would be contrary to the stringent European Privacy regulations.  

PrivacyCard, personal and secure, has been created to     
protect the citizen’s privacy. 

It ensures that the user is actually the card owner, and at the 
same time it does not provide personal information on the   

user!! 

http://www.privacycardsrl.com/

